STURM, RUGER & COMPANY, INC.
CODE OF BUSINESS CONDUCT AND ETHICS

Sturm, Ruger & Company, Inc. (the "Company") maintains an extensive "Corporate Compliance Program" which governs the obligation of all employees, officers and directors to conform their business conduct to be in compliance with all applicable laws and regulations. A copy of the Corporate Compliance Program has been distributed to each employee, officer and director, and additional copies can be obtained by these individuals from any personnel manager. The Company's other policies and procedures also set forth rules with which, although not having the effect of laws or regulations, all personnel must comply.

This Code of Business Conduct and Ethics (this "Code") is one way in which the Company seeks to ensure that the Corporate Compliance Program and the Company's other policies and procedures are effectively implemented. It consists of three parts: Business Ethics, Legal Compliance and Making It Work. This Code is not intended to cover every applicable law, address all possible business dealings or potential dilemmas, nor does it provide answers to all questions that may arise in connection with the issues raised.

Business Ethics

- **General Standards.** The Company is committed to operating with the highest ethical principles guiding our business philosophy and personal business behavior at all times. All employees, officers and directors are required to behave honestly and with integrity at all times, whether in dealing with fellow employees, the general public, the business community, civic organizations, stockholders, customers, suppliers or governmental and regulatory authorities.

- **Books and Records and Internal Controls.** The accuracy and reliability of the Company's business records are critical to its business decisions and compliance with its financial and legal reporting requirements. Employees, officers and directors must be familiar with and follow the Company's policies, accounting controls and procedures. Applicable laws and Company policy require the Company to keep books and records that accurately and fairly reflect its transactions and the dispositions of its assets and to maintain a system of internal accounting controls which ensure the reliability and adequacy of its books and records. No employee, officer or director is authorized to depart from this requirement or to condone a departure by anyone else.

- **Alteration of Documents.** There will be times when destruction of documents no longer needed for business or legal purposes may be a legitimate exercise of a proper business decision (i.e., for reasons of cost, logistics, space, etc.). However, the knowing destruction, alteration, concealment or falsification of paper or electronic documents with the intent to impede, obstruct or wrongly influence official investigations or proceedings is not only
unethical, it is a crime punishable by fines and imprisonment of up to 20 years. Employees, officers and directors must cooperate with duly constituted official investigations in a legally correct fashion.

- **Business Communications.** At all times, the Company will promote full, fair, accurate, timely and understandable disclosures in every report and public communication made by the Company, which includes, of course, any document that it files with or submits to the Securities and Exchange Commission (the "SEC"). Employees, officers and directors are required to comply with these standards in the preparation of any disclosure or communication of the Company. Good judgment must be used when writing about our Company and its business. Written business records may be subject to compulsory disclosure to the government or private parties in litigation, or may be wrongly leaked to or interpreted by the news media.

- **Conflict of Interest.** Company policy requires honest and ethical conduct, including the ethical handling of actual or apparent conflicts of interest between personal and professional relationships. A "conflict of interest" occurs when an employee, officer or director is in a position to derive a personal benefit from actions or decisions made in his or her official capacity on behalf of the Company. For example, a conflict of interest arises when an employee, officer or director, or a member of his or her immediate family, has a personal financial interest in a supplier or customer of the Company or otherwise receives a personal benefit as a result of a transaction involving the Company. In order to ensure that the Company's business decisions are not influenced by self-interest, transactions involving an actual or apparent conflict of interest on the part of an employee, officer or director may only be undertaken if (i) the conflicting interest is fully disclosed to the individual's immediate supervisor, personnel manager, facility director or the General Counsel (or in the case of an officer or a director, to the Board of Directors), (ii) the individual with the conflict of interest takes no part in the consideration and approval of the transaction and (iii) the transaction is approved only by persons who do not have a conflict of interest. Personal loans to, or guarantees of obligations of, employees, officers and directors are of special concern, and personal loans to officers and directors are illegal.

- **Confidential Information.** Employees, officers and directors are required to maintain the confidentiality of confidential information entrusted to them by the Company or other companies or persons, such as customers, suppliers, vendors or service-providers, except when disclosure is duly authorized or legally mandated. Confidential information includes, but is not limited to, confidential, proprietary or secret information related to the Company's business, operations and research, trade secrets (such as our technology, know-how and experience) and all non-public information that might be of use to competitors, or harmful to the Company or its customers if disclosed. Selected human resource and personnel information must be kept strictly confidential and used only for the purposes for which it is intended. Personal health information will be protected as required by law. The obligation to preserve the confidentiality of confidential information continues even after an individual's association with the Company ends.

- **Corporate Opportunities.** Employees, officers and directors owe a duty to the Company to advance its legitimate interests when the opportunity to do so arises. Employees, officers
and directors must not: (i) take for themselves personally opportunities that are discovered through the use of Company property, information or position, (ii) use Company property, information or position for personal gain or (iii) compete with the Company.

- **Fair Dealing.** Employees, officers and directors must endeavor to deal fairly with the Company's customers, suppliers, competitors and employees. Employees, officers and directors must not take unfair advantage of anyone through manipulation, concealment, abuse of privileged information, misrepresentation of material facts or any other unfair-dealing practice.

- **Protection and Proper Use of Company Assets.** Carelessness, misuse, waste, destruction or theft has a direct impact on the Company's profitability. Employees, officers and directors must safeguard the Company's assets and ensure their efficient use. All Company assets must be used only for legitimate business purposes.

- **Media Inquiries.** The Company is a high-profile company and from time to time employees, officers or directors may be approached by reporters or other members of the media seeking information about the Company. In order to ensure that the Company speaks with one voice to the media, employees, officers and directors are required to direct all media inquiries received by them to the General Counsel and are not permitted to make unauthorized statements to the media concerning the Company.

### Legal Compliance

- **General Standard.** The Company's legal compliance requirement obligates all employees, officers and directors to comply with all laws, rules and regulations, as set forth in the Corporate Compliance Program, as well as compliance with this Code.

- **Discrimination and Harassment.** The Company's legal compliance requirement includes all federal and state regulations prohibiting discrimination against any employee or applicant for employment because of race, color, religion, ethnic or national origin, gender, gender identity, gender expression, sexual orientation, age, disability or veteran status. This applies to recruitment, compensation, training, promotion and other employment practices. The Company is also committed to providing its employees with a work environment free of any type of harassment, including any deliberate discrimination or harassment, in word or action, against a fellow employee or applicant for employment on the basis of any of the classifications above.

- **Fraud.** The Company's legal compliance requirement includes all laws related to wire fraud, mail fraud, bank fraud, securities fraud, any SEC rule or regulation, or any federal rules relating to fraud against shareholders.

- **Securities Laws and Insider Trading.** The Company's stock is owned and traded by the general public, and for this reason various laws require the Company to make full, fair, accurate, timely and understandable disclosure of material information. It is the Company's goal to protect all shareholder investments in our Company through strict enforcement of the prohibition against insider trading set forth in federal securities laws and regulations.
Employees, officers and directors who have access to material non-public information concerning the Company are not permitted to use or share that information for stock trading purposes or for any other purpose except to conduct Company business. Material non-public information concerning the Company includes any financial, technical or other information about the Company that is not available to the public and might influence an investor's decision to buy, sell or hold stock of the Company. To use material non-public information concerning the Company for personal financial benefit or to "tip" others who might make an investment decision on the basis of this information is not only unethical but is also illegal.

- **Bribes, Kickbacks, and Other Unlawful Payments.** The Company's legal compliance requirement includes the U.S. Foreign Corrupt Practices Act, international anti-bribery conventions and any state or local anti-corruption or bribery laws. No payment to government officials, bribes, kickbacks or other similar unlawful payments designed to secure favored or preferential treatment for or from the Company or any individual associated with the Company is to be given or received.

**Making It Work**

- **Compliance and Reporting Required.** Employees, officers and directors are required to report or cause to be reported, on a named or anonymous basis, any act or practice or other information which may constitute a violation of law, rules, regulations or this Code (or may otherwise be considered unethical) to their immediate supervisor, personnel manager, facility director or the General Counsel, as established by procedures set out in the Corporate Compliance Program. However, any employee, officer or director who suspects questionable accounting, internal control or auditing, or has any information to report on an issue described in this Code under the headings "Business Communications" or "Fraud" above, must make a report directly to the Chairman of the Audit Committee of the Board of Directors in accordance with the procedures set forth below. Any employee, officer or director who has any questions related to an interpretation of any part of this Code is encouraged to contact the General Counsel. There is no right to privacy through the use of the Company's telephone, e-mail, Internet and computers. However, the Company will make every effort to respect your anonymity if you choose to use the procedures for anonymous reporting set forth below. In any event, the Company cannot guarantee the eventual anonymity or confidentiality of a person making a report, as more fully described below.

- **Procedure for Anonymous Reports to Supervisors, Etc. or the General Counsel.** The procedure for anonymous reporting of complaints to the applicable immediate supervisor, personnel manager, facility director or the General Counsel of the Company is for information to be sent by any of the following means: (i) using non-Company telephones, by immediately faxing a letter to the applicable individual at his or her office number, (ii) using non-Company telephones, by calling the applicable individual at his or her office number, (iii) using non-Company computers, by e-mailing the applicable individual at his or her work e-mail address, or (iv) using non-Company mail facilities, by sending a letter to the applicable individual at his or her work address.
**Procedure for Reports to Audit Committee.** The procedure for anonymous reporting of complaints to the Audit Committee is for information to be sent directly to the Audit Committee, which is composed entirely of independent outside directors, by any of the following means: (i) using non-Company telephones, by calling a confidential reporting service at 1-800-826-6762, (ii) using non-Company computers, by filing a report through [www.ruger.alertline.com](http://www.ruger.alertline.com) or (iii) using non-Company mail facilities, by sending a letter addressed to Chairman, Audit Committee of the Board of Directors of Sturm, Ruger & Company, Inc., c/o Global Compliance Services, Inc., 13950 Ballantyne Corporate Place, Charlotte, NC 28277-2712. The procedure for named reporting of complaints to the Audit Committee is the same, except that Company telephones, computers or mail facilities may be used. Such reporting mechanisms are available 24 hours a day, 7 days a week. All reasonable and appropriate expenses incurred by any employee, officer or director in making a report to the Audit Committee in accordance with this Code will be reimbursed at any time upon request.

**Full Information.** It will be helpful to the Company's investigation of any such suspected violations if your communication is as specific as possible with regard to: (i) the nature of the suspected conduct, (ii) the persons involved or who may have knowledge of it, (iii) the dates upon which such suspected activity occurred, (iv) where it allegedly took place, (v) why you believe this conduct to be unethical, irregular or fraudulent and (vi) how such suspected conduct has allegedly occurred or is presently occurring.

**No Guarantee of Anonymity or Confidentiality.** The Company will try to maintain the anonymity and confidentiality of the reports and of those furnishing the information. The Company cannot, however, guarantee the eventual anonymity or confidentiality of any complaint in the event that an effective investigation requires otherwise.

**No Retaliation.** In no event will any action or retaliation be taken against any employee, officer or director for making a report regarding suspected violations of any law, regulation or this Code, or against any person who testifies, participates in, or otherwise assists in a proceeding filed or about to be filed that relates to any such violation. Employees, officers and directors should immediately report to the Chairman of the Audit Committee, in the manner as set forth above, any irregular situation regarding this issue.

**Application of this Code; Disciplinary Measures.** All reports will be investigated and appropriate actions will be taken. The Company will continuously enforce this Code through appropriate means of discipline. In instances where the proper and ethical course of action is unclear, employees, officers and directors should seek counsel from their immediate supervisor, personnel manager, facility director or the General Counsel. If necessary, the applicable immediate supervisor, personnel manager, facility director, the General Counsel or the Audit Committee, as appropriate, will determine whether violations of law or this Code have occurred and, if so, will determine the measures to be taken against the corresponding person. The disciplinary measures will include counseling, oral or written reprimands, warnings, probation or suspension without pay, demotions and termination of employment or other association with the Company. The Company's General Counsel and the Audit Committee, as appropriate, will respond to questions and issues of interpretation of this Code.
• **Changes to or Waivers of this Code.** Any change to or waiver of this Code involving a director or the Company's principal executive officer, principal financial officer, principal accounting officer or controller, or persons performing similar functions, may be made only by the Board of Directors or a committee of the Board of Directors and will be promptly disclosed as required by law or the New York Stock Exchange rules.

• **Questions and Comments.** If anyone has any questions concerning the ethical propriety of any business dealings or other conduct while at work, or any suggestions to make regarding this Code, they should feel free to consult with their immediate supervisor, personnel manager, facility director, the General Counsel or other officers of the Company.